
                                                                                                                                  

Personal Data Protection Statement 

Vakrangee realize the importance of sensitive and personal data and the challenges they face as they are handling 

big public data. Vakrangee is committed to protecting the security and privacy of its customers’ personal information 

/ sensitive data. Therefore, we conduct our business in compliance with applicable laws on data privacy protection 

and data security. 

 

 

➢ Vakrangee preventing illegal access to and loss, destruction, falsification, or leakage of personal and 

sensitive data. We manage personal and sensitive data strictly and perform security countermeasures to 

ensure the data is not illegally accessed, lost, destroyed, falsified, or leaked. 

 

➢ Vakrangee collect personal and sensitive information when it is reasonably necessary and ensuring that only 

those who need to use this information have access to it. 

 

➢ Observing laws and regulations for protecting personal and sensitive data. Vakrangee executives, 

employees and workers observe the laws and regulations for personal and sensitive data beginning with the 

protection laws for individuals. 

 

➢ Improving the regulations for protecting personal and sensitive data. Vakrangee improve regulations to 

protect personal and sensitive data and educate its staff to do so. 

 

➢ Disclosure, amendment, and deletion of personal and sensitive data. If Vakrangee receives a request to 

disclose, amend, or delete data related to personal data protection, unless there is a special reason not to do 

so, the request shall be suitably met after checking the identity of the requester. 

 

Vakrangee is committed in ensuring the confidentiality, protection, security, and accuracy of personal information 

available to it and it has been its ongoing strict policy to ensure that personal information is accurate, complete, not 

misleading, up-to-date, and stored in a secure environment protected from unauthorized access, modification or 

disclosure. Vakrangee would also ensure that personal data shall not be used for political and commercial purposes. 

In case of any concerns, the Information Security Manager and Data Protection Officer can be contacted at 

ritut@vakrangee.in or systems@vakrangee.in. 

 

If you would like to obtain a copy of Vakrangee’s Personal Data Protection Policy, access a copy of your personal 

data, correct or update your personal data, or have a complaint or want more information about how Vakrangee 

manages your personal data, please contact Vakrangee’s Information Security Manager / Data Protection Officer 

at: 

 

Address: 
 

"Vakrangee Corporate House"  

Plot No. 93, Road No. 16,  

M.I.D.C., Marol, Andheri (East),  

Mumbai – 400093, Maharashtra 

Email: systems@vakrangee.in 
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